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1 [bookmark: _Toc476697576][bookmark: _Toc492364908]Scope
This Report focus on e-health systems and services, and contains the following items:
· The concept and the ecosystem of  e-health;
· Case studies in APT member’s countries;
· Related international standards activities.
· The Report Introduction of case studies
· Analysis of further study items for APT member countries

2 [bookmark: _Toc492364909][bookmark: OLE_LINK1][bookmark: OLE_LINK2]Terms and Definitions 
[bookmark: _Toc475654714][bookmark: _Toc476697578][bookmark: _Toc475654715][bookmark: _Toc476697579][bookmark: _Toc475654716][bookmark: _Toc476697580][bookmark: _Toc475654717][bookmark: _Toc476697581][bookmark: _Toc475654718][bookmark: _Toc476697582][bookmark: _Toc476697583][bookmark: _Toc476697584][bookmark: _Toc492364910]This clause introduces key terms and definitions, which are used in this Report, on e-Health. 

2.1 body area network (BAN) [b-M2M-ecosys]
BAN offers either a wired communication or short range radio communication capability for sensors to exchange data with a gateway around a person’s body. 
NOTE – Examples of BAN are USB, Bluetooth, ZigBee, IEEE’s Medical BAN, and NFC. 

2.2 [bookmark: _Toc475654720][bookmark: _Toc476697586][bookmark: _Toc492364911]e-Health [b-WHO]
E-Health is the use of information and communication technologies (ICT) for health.
NOTE 1 – Examples of e-health include treating patients, conducting research, educating the health workforce, tracking diseases and monitoring public health.
NOTE 2 – This term is also written “eHealth”, “eHEALTH” and “e-health” etc.  This report usually uses “e-Health”; however, different expressions are shown in clause 5 and 6 according to each organization’s terminology.

2.3 [bookmark: _Toc492364912]electric health record (EHR) [b-ITU-T H.810]
The electronic health record (EHR) is a longitudinal electronic record of patient health information generated by one or more encounters in any care delivery setting. Included in this information are patient demographics, progress notes, problems, medications, vital signs, past medical history, immunizations, laboratory data and radiology reports. The EHR automates and streamlines the clinician's workflow. The EHR has the ability to generate a complete record of a clinical patient encounter – as well as supporting other care-related activities directly or indirectly via the interface – including evidence-based decision support, quality management and outcomes reporting.

2.4 [bookmark: _Toc492364913]electric medical record (EMR) [b-ITU-T H.810]
EMRs are computerized legal clinical records created in care delivery organizations (CDOs) such as hospitals and physician offices. An Electronic Medical Record is owned by the organization, practice or corporation that provided the health care – be it a clinic, a hospital or a doctor. 

2.5 [bookmark: _Toc475654724][bookmark: _Toc476697590][bookmark: _Toc492364914]Internet of Things (IoT) [b-ITU-T Y.2060]
A global infrastructure for the information society, enabling advanced services by interconnecting (physical and virtual) things based on existing and evolving interoperable information and communication technologies.
NOTE 1 – Through the exploitation of identification, data capture, processing and communication capabilities, the IoT makes full use of things to offer services to all kinds of applications, whilst ensuring that security and privacy requirements are fulfilled.
NOTE 2 – From a broader perspective, the IoT can be perceived as a vision with technological and societal implications.
2.6 [bookmark: _Toc475654726][bookmark: _Toc492364915]machine-to-machine (M2M) communications
Direct communication between devices using any communications channels. The communications also enables a sensor or meter to communicate its data to relevant applications.

2.7 [bookmark: _Toc476697593][bookmark: _Toc492364916]mHealth [b-M2M-ecosys]
Mobile computing, medical sensor and communications technologies for healthcare
NOTE – This term is also known as “mobile Health.”

3 [bookmark: _Toc492364917]Abbreviations and acronyms
This Report uses the following abbreviations and acronyms:
AAL		Ambient Assisted Living
ACCP		Advanced care coordination platform
ATM		Automatic teller machine
BAN		Body are network
CHITS		Community health information tracking system
CMS		Clinical management system
EHR		Electric health record
EMR		Electric medical record
GIDA		Geographically isolated and disadvantaged area
HRA		Health reimbursement arrangements
IC		Integrated circuit
ICT		Information and communication technologies
ID		Identifier
IoT		Internet of Things
ISDN		Integrated services digital network
GDP		Gross national product
GSM		Global system for mobile communication
LHR		Lifetime health record
LTE		long term evolution
M2M		Machine-to-machine
NGN		Next generation network
PHC		Portable health clinic
PKI		Public key infrastructure
PSTN		Public switched telephone network
RHU		Regional health unit
3G		Third generation

4 [bookmark: _Toc492364918]Concept and importance for e-Health 

4.1 [bookmark: _Toc492364919]Historical background of e-Health
The period 1998-1999 was the era of a significant rise in e-Commerce, and e-Health was introduced at that time as a new term to describe the combined use of information and communication technologies (ICT) in the health sector and a subset of e-Commerce [b-Mitchell]. 
Along with the progress of ICT, e-Health has been characterized not only by health-related technical developments, but also by the development of solutions to improve healthcare locally, regionally, and worldwide by the usage of ICT [b-Eysenbach].
E-Health provides substantial benefits for the both fields in personal health and public health. It empowers individuals in self-monitoring, chronic disease management and access to trusted health knowledge sources. It also improves the abilities to support surveillance and management of public health interventions and to analyze and report on population health outcomes [b-ITU&WHO].
Recently, two big technology areas are making contributions to e-Health. The progress of mobile technologies is realizing e-Health with telemedicine for long distance patient care over MAN/WAN, which is called as mHealth. Moreover, as Internet of Things (IoT) becomes a popular topics, the domain of e-Health is being further expanded with personally wearable or mobile IoT devices for home-based or on-the-go (mobile) monitoring of vital data.

4.2 [bookmark: _Toc492364920]Concept of e-Health
E-Health is an emerging field in the intersection of medical informatics, health and business, referring to health services and information delivered through and/or enhanced by ICT.
E-Health is concerned with improving the flow of information to support the delivery of various health services and the management of systems for health.
E-Health deals with both personal health and public health: e-Health for personal health focuses on personalized healthcare, while e-Health for public health include consideration of the measures for diseases and risk factor trends of populations.

4.3 [bookmark: _Toc492364921]Overview of e-Health system
An e-Health system contains the infrastructure for providing e-Health services to users. Figure 1 illustrates an overview of e-Health system, including examples of e-Health system and their deployment environments.

[image: ]
Figure 1 – e-Health system overview

Examples of e-Health system in this Figure include health monitoring system, e-Health movement monitoring system, chronic disease management system, assisted living system, decision support system, health information system, patient and clinical management system, as well as other systems assisting disease prevention, diagnosis, treatment and lifestyle management. These systems may be deployed in stationary and mobile environments, such as home, local healthcare facilities and community facilities.
NOTE 1 – The local healthcare facilities are patient-care points of first intervention and may include clinics, hospitals, ambulances, regional health sites and primary health care centers [b-WHO-Observe]. 
NOTE 2 – The community facilities provide social welfare and community services, typically in, but not limited to, rural and remote areas. It is expected that basic and enhanced health services for communities be not limited to those provided at home and in local healthcare facilities.
In the personal health domain, an e-Health system is used by professionals to provide medical services, and also used to provide healthcare service such as movement and health monitoring for individuals.
In the public health domain, an e-Health system is used by public health organizations to provide public health services, utilizing anonymous personal health data retrieved from personal health domain in order to make analysis and take decisions.

4.4 [bookmark: _Toc492364922]E-Health ecosystem
According to concept of e-Health mentioned-before, an e-Health eco system contains three consideration points for the practical deployment.  The e-Health ecosystem needs to be developed to sustain the expected e-Health services and this implies the implementation of the required functional features using ICT, the so-built infrastructure constituting an e-Health system. The ecosystem also needs to be flexible enough to evolve in line with the development of new information and communication technologies or services.  
Secondly, the e-health ecosystem involves different roles impacting the ecosystem stakeholders, such as citizens, research professionals, hospitals, health-related business actors and governments.  The exact roles and benefits of actors in the ecosystem should be taken into account in order to adapt the system to variety of actors and using scenes.
Thirdly, e-Health is aimed at supporting both personal health and public health. Each of these two health domains has its own ecosystem. The personal health domain benefits from an ecosystem mainly from a business model flexibility viewpoint, whereas the public health domain benefits from it also from a governmental viewpoint, as well as from the perspective of not only individual nations but also of global health.
An ecosystem for personal health is characterized by integrated services provided by the actors of the ecosystem. Figure 2 shows a high level view of the ecosystem for personal health with the involvement of “User”, “Healthcare provider” and “ICT provider“ as the key actors. In the ecosystem, these key actors interact with other actors, including those from the economic and legal environments, such as insurance companies, regulation entities and legal entities.
[image: ]
Figure 2 – High level view of the e-Health ecosystem for personal health with its actors

The three key actors of the e-Health ecosystem for personal health are characterized as follows:
· ICT provider: offers ICT facilities that store, retrieve, process, transmit or receive information electronically;
· Healthcare provider: implements and offers e-Health services to be used by the User;
· User: consumes e-Health services.
An ecosystem for public health is more complex than the ecosystem for personal health, and encompasses all aspects of the society: it is characterized by a multiplicity of interactions among the numerous actors of the ecosystem, including healthcare institutions, social services, educational institutions, urban planning agencies, public health agencies and so on. The large diffusion of the ecosystem for personal health and the large-scale aggregation of data used in e-Health services may be of benefit to  public health (e.g. for a global health surveillance service by the use of anonymous personal health data).

5 [bookmark: _Toc492364923]Use cases in APT region

5.1 [bookmark: _Toc492364924]E-Health overview in China

5.1.1 [bookmark: _Toc492364925]E-Health related policies in China
China governments give lots of attention to e-Health in China and published a serial policies to promote the development. The relevant policies are as following:
· On July 4, 2015 and September 11, 2015, the State Council issued "Guideline for Internet plus action" and “Guideline for promoting the classification treatment system construction”, these two documents clearly put forward the development of medical and health services based on the Internet.
· In march 2015, the office of the State Council issued the "national health service system planning outline (2015-2020)", proposed to carry out the "health China cloud service plan” encouraging the use of mobile Internet, networking, cloud computing, wearable devices and other new technologies to promote the benefits of universal health information service and intelligent medical service.
· On June 21, 2016, the office of the State Council issued "Guideline on promoting and regulating the medical health big data application development" and proposed to promote the interconnection and convergence, open and sharing of healthy and medical information system with public health medical data, and actively create environment to promote the secure and innovative development of e-healthy.
· 
5.1.2 [bookmark: _Toc475654738][bookmark: _Toc492364926]E-Health related standardization in China
In China, the health related information standards have formed some basis, but still new business and new technical standards needs to be improved. National Health and Family Planning Commission of the P.R. China (NHFPC) issued “specification on electronic medical records sharing ", “standard conformance testing specification of electronic medical records and hospital information platform ", "standard conformance testing specification of electronic health records and regional health information platform”, etc.  Data exchange, information sharing is the most important objectives of the construction of medical information. 
 The e-Health standards especially based on internet are mainly developed by Chinese Communications Standards Association (CCSA) , till the end of 2016, the standard of "categories of electronic medical scenarios " and "e-Health monitoring system" have been approved, and the standards of "framework and service index of mobile health " and " security framework  of health service platform " , etc. are underdeveloped.
In June 2016, China Internet healthcare industry alliance is established, the aims of the alliance is to promote extensive exchanges and in-depth cooperation between China's healthcare entities and internet entities, promote e-Health development as well as develop relevant standards.

5.1.3 [bookmark: _Toc492364927]e-Health development
The followings are recent noticeable trends on e-Health development in China.
· Internet model for medical chain: Traditional medical industry chain actively explore the Internet model. With the help of a complete medical service system, the hospitals are trying to integrate the resources of the industrial chain and strengthen the competitiveness. The insurance companies provide the basic business logic support online and offline e-Health convergence. Pharmaceutical companies and retailers, expand online business and foster internet companies to construct ecological closed-loop of pharmaceutical business. 
· Medical cloud market: Cloud service providers actively layout, hybrid clouds gradually occupy the medical cloud markets. China Telecom medical imaging cloud platform has put into use and provide unified user management, unified image storage, unified image calculation, unified business processes, unified statistical analysis. Kingsoft medical cloud solutions integrate the hospital information system, big data, R&D inquiry, HIS, EMR, PACS on the cloud, to meet the requirements of high availability, high reliability, dynamic allocation, resilience, etc. 
· Internet hospital: Development of Internet hospital is speeding up. To the end of September 2016, there are about 35 Internet hospital set up.  The common features of these internet hospitals are: they are relying on the offline entities, operating taking advantage of Internet, each of them has a related technical service provider. 
· Mobile medical treatment: Mobile medical treatment with integration of medical insurance has become a trend. The whole process of mobile medical treatment refers to pay using mobile phone and direct the medical process by mobile phone, while WeChat and Alipay play very important role.
5.2 [bookmark: _Toc492364928]E-Health activities in Japan
Japan is leading the aging society of the world and the ICT for e-Health services. The number of aging population has increased and the costs of the social medical insurance system are changing the direction of the health services in Japan. E-Health technologies provide the efficiency of treatment at medical facilities and functions for preventive healthcare, such as health check and monitoring at home.
Three typical practices of e-Health services are described in the following clauses; “Mobile Health System” by NTT, “BAN-enabled Portable Health Clinic” by NICT and Social Infrastructure Solution” by NEC.

5.2.1 [bookmark: _Toc475654740][bookmark: _Toc492364929]Easy and Convenient Health Check-up with Mobile Health System
Mobile Health System for home care support is used to reduce the amount of commuting by both doctors and patients to and from hospital by uploading health data. A system provided by NTT Corporation is suited to such situations that people share healthcare devices and smart phones (as data upload gateway). The system conforms to Continua Health Alliance Design Guidelines, which is the ITU-T H.810 standard made from a global industry standard for health data (See Clause 6.1 ITU-T and Clause 6.5 Personal Connected Health Alliance).
There are 3-phased application scenarios in Mobile Health System. 
Phase 1:  providing regional clinical pathways between medical providers and home care support providers. 
Phase 2:  ensuring continued medical service and health care in disaster areas. 
Phase 3:  providing health check services to developing countries deficient in medical resources. 
Service flow of Mobile Health System is as follows: 
Step 1: citizens take health check by using Health care devices (weight, blood pressure, steps, etc.) at home or healthcare center; 
Step 2: Health care devices upload health data to health check services thorough smart phone; 
Step 3: Health check services report who has a possible of illness to Medical institutions; 
Step 4: Medical institutions recommend taking medical consultation to citizens.
[image: ]
Figure 3 – Overview Mobile Health System

5.2.2 [bookmark: _Toc475654741][bookmark: _Toc492364930]Affordable BAN-enabled Portable Health Clinic toward eHealth M2M service
Portable Health Clinic (PHC) was introduced to develop models for social information infrastructure by Kyushu University in Japan and Grameen Communication’s Global Communication Center (GCC) in Bangladesh, and the associated body area network (BAN) is provided by NICT, Japan. It was prototyped as a portable-clinic box equipped with major diagnostic tools integrating a simple equation to categorize patients into four groups depending on the level of action or attention required.
The BAN-enabled portable health clinic (BAN-PHC) allows a coordinator to wirelessly and securely gather all measured data from medical devices and sensors. (See Figure 4) The automatic data retrieval removes human error and reduces time spent on manual data copying. Once data are collected in the coordinator, they are sent to a backend local server for categorization and further remote diagnosis. BAN-PHC consists of an attaché case equipped with BAN-enabled measurement devices, its coordinator, and a local backend server (a note PC), and connects to a database in network for remote diagnosis (See Figure 5).

[image: C:\Marsh\NICT\Standardization\ITU\APT\ASTAP-25\figure1.png]
Figure 4 – BAN-enabled devices

[image: C:\Marsh\NICT\Standardization\ITU\APT\ASTAP-25\figure2.png]
Figure 5 – BAN-enabled portable health clinic

The BAN-PHC health checkup and remote diagnosis was conducted in FY2012 and FY2013 for more than 15,000 subjects.  With the assessment of the health checks and diagnoses, actual usefulness was proved [b-Nohara].

An M2M-enabled e-Health has a potential to improve the scalability of healthcare services and to reduce operation costs by introducing additional roles in the ecosystem. BAN-PHC plays roles in automatically upload not only medical/healthcare data to the backend database, but also operation data, such as the use count of each device to the device manufacturer. It plays an important role in the M2M-enabled ecosystem to increase the use of various data.

[image: C:\Marsh\NICT\Standardization\ITU\APT\ASTAP-25\figure3.png]
Figure 6 – Ecosystem of M2M-enabled BAN-PHC

An M2M-enabled e-Health combined with BAN-PHC increases the number of users and provides equal opportunities to caregivers, such as medical doctors, for medical/healthcare consultation and to users to select one from available caregivers in the M2M service (See Figure 6).  In addition to these advantages, it strengthens an affordable business model by involving a group of M2M device manufacturers who receive automatic analysis for durability and ease of use of their own devices (See Figure 7).

[image: C:\Marsh\NICT\Standardization\ITU\APT\ASTAP-25\figure4.png]
Figure 7 – M2M-enabled BAN-PHC business model

NOTE – the project name is “Development of the fastest database engine for the era of very large database and experiment and evaluation of strategic social services enabled by the database engine” in Funding program for world-leading Innovative R&D on Science and Technology (FIRST).

5.2.3 [bookmark: _Toc475654742][bookmark: _Toc476697609][bookmark: _Toc475654743][bookmark: _Toc476697610][bookmark: _Toc475654744][bookmark: _Toc492364931]SmartCare Solutions based on M2M/IoT platform
SmartCare Solutions are provided by NEC Corporation. M2M/IoT platform technology plays key role for SmartCare solutions in order to collect various kind data and analyze the data. M2M service platform solves various problems and provides basic functionality for M2M services. Interfaces are prepared for many different kinds of devices to be connected with the platform. Interfaces are provided for realizing a wealth of M2M services. Utilizing cloud services enables systems to be built more rapidly and economically. Offers support for building systems from small-start to large-scale configurations, and M2M solution reduces system operation cost and man-hours.
Individual health care services can be improved by using a broad range of health information such as weight and blood pressure, consumed calories when eating out, and heart rate while jogging in order to gain a complete and individualized understanding of a person's health.

[image: D:\Users\0000011098226\Desktop\mail\会合資料\20140217_SG11\astap\service_zu_05.jpg]
Figure 8 – SmartCare solution for wellness

The following Figure 9 shows SmartCare solution for Ambient Assisted Living (AAL). AAL can provide assist for the elderly people, or people who are handicapped in any way, to live a fully independent life. Technology is seen as one possibility for shaping our future in times of demographic change and living longer. It is seen as a possible means to keep ourselves healthy and active for even longer.
There are several scenarios of AAL service; depending on the user’s symptoms and condition, AAL scenarios correspond to each situation.

[image: ]
Figure 9 – SmartCare solution for AAL

The basic processes of this solution are as follows:
· Monitoring: Some kind of sensors (temperature, moisture, lights/emergency call switch on/off, electronic lock door, smoke etc.) can obtain measurement results or status on equipment embedded sensor devices and also sends these parameters or status to M2M gateway through the wired or short range wireless local network.
· Interpretation: M2M gateway can interpret what kind of sensor sent information and identify the user and gather the parameters or status information and assemble this information into specified data format. M2M gateway uploads this information to an Advanced Care Coordination Platform (ACCP) through the wired network (NGN, ISDN, PSTN etc.) or wireless network (GSM, 3G, LTE, WiMAX etc.).
NOTE – Care coordination is the deliberate organization of patient care activities between two or more participants involved in a patient’s care to facilitate the appropriate delivery of health care services.
· Identity Management: ACCP can accept the monitored information by several M2M gateways and can manage the user identification. 
· Distributed Access Control: The information related with one user can be uploaded to an ACCP from several M2M gateways through the most suitable access network (wired/wireless). The ACCP can connect and control the distributed access network.
· Communication & Coordination: ACCP can obtain and analysis the parameters or status information sent by M2M gateway in order to analysis the result of the monitoring. And ACCP can communicate with other Application provided by other providers (ex. e-Health applications, lifelog applications, that is typically to capture their entire lives or large portions of their lives as digital data with computer devices, social network service applications etc.) and can coordinate with other Application. 
· Feedback: ACCP can get the analyzed result from caregivers and can obtain the feedback from other Application providers. ACCP can integrate the instructions according to this feedback and can send to M2M gateway. ACCP can also send to front end tools for caregivers or patients.
· Analysis: M2M gateway can receive the instructions integrated by ACCP through the network. And M2M gateway can analyze the received instructions for the user. Front end tools can also receive the instructions and caregivers or patients can analyze the received instructions.

5.3 [bookmark: _Toc492364932]Health Data and Government Multi Purpose Card (GMPC/MyKad) in Malaysia
The GMPC, replaces the current Malaysian National Identity card, which was a laminated plastic ID card with images of the fingerprints on the card [b-GMPC/MyKad]. This identity card is issued to all Malaysians over the age of 12 years that they must carry at all times. At the moment there are 17 million identity card holders in a total population of 21 million. Another function of the card is to replace the current Malaysian driving license. The third application if passport information which allows the card holder to exit and reentry Malaysia using “autogates”, which verify the holders fingerprint biometrics with the cards, check a blacklist and log the exit and reentry date and time details. The fourth application is the critical health information of the cardholder such as blood type and allergies; it also records the latest hospital visit data. Additional non-government applications include electronic purse (MEPS e-cash), automatic teller machine (ATM) and public key infrastructure (PKI) applications. The GMPC contains two-biometrics type of data, a digitized color photo of the cardholder and the minutiae (fingerprint characteristics).
[image: ]Photo

Figure 10 – GMPC/MyKad by using IC chip

Health Data on GMPC includes several data that are (1)demographic data (next of kin), (2)static health data (blood group, allergies, immunization, implants, chronic disease/disabilities, current medication, insurance/third party payer), (3)dynamic health data (visit episode).

Figure 11 shows Malaysia scenario of integrated health services including GMPC. 
Step 1: Access health portal & perform health reimbursement agreements (HRA);
Step 2: (Choice 1) Contact call center;
Step 2: (Choice 2) Appointment to see doctor;
Step 3: Consultation, electric medical record (EMR) created; 
Step 4: lifetime heath record (LHR) repository;
Step 5 Data warehousing support health & financial planning.

[image: ]
Figure 11 – Malaysia scenario of integrated Health services

5.4 [bookmark: _Toc492364933]eHealth activities in Philippine

5.4.1 [bookmark: _Toc475654747][bookmark: _Toc492364934]Telehealth and eMedicine by NTHC
These realities mark public health in the Philippines [b-Telehealth]. The country’s geography and lack of resources compound the problem of data collection and use on the ground. This poor information management system prevents the development of well-planned and targeted strategies to combat the Philippines’ health problems, to reduce inequity in health care access and improve the overall health of Filipinos, especially those who live in the poorest and farthest communities. The community health information tracking system (CHITS) is an electronic medical record system developed by the NTHC to improve health information management at the regional health unit (RHU) level. It was developed alongside health workers and features a workflow much akin to what is employed in local health centers nationwide. It is also built to gather data and generate reports which health workers need and decision makers require. CHITS is made up of several components which are envisioned to lead to the collection and delivery of good quality data. CHITS is primarily a capacity-building program which instils relevant health information systems components among health workers. By using free and open source software, CHITS makes itself flexible and compliant to the needs of RHU’s and local health centers as well as the Department of Health (DOH). Once installed, CHITS becomes a platform for the facility to explore other eHealth applications such as telemedicine and eLearning. 
[image: ]
Figure 12 – CHITS (The Community Health Information Tracking System)

Every Filipino deserves quality health care. However, a number of reasons hinder access to these services. For an instance, the geographic nature of Philippine islands hinders people’s immediate access to medicines and supplies. Many still spend a lot on health care being provided in government facilities and the increase of health workers migrating abroad for better work opportunities caused lack of competent and skilled human resources in hospitals and clinics. Mobile phones are commonly used ICT along with computers and the Internet. They are not just tools for connecting with people but are found to be potent for improving health care. In 2010, the Aquino Health Agenda underscored ICTs as one of the six strategic instruments to ensure Kalusugan Pangkalahatan (Universal Health Care). Along this, better health information management and human resources for health are identified as two key areas.
Telemedicine is the practice of medicine over a distance where interventions, diagnosis, and treatment decisions are based on documents, and other information transmitted through telecommunication systems.
The National Telehealth Service Program (NTSP), a joint project of the DOH and the National Telehealth Center, is a 5-year program aimed at expanding Telemedicine in 4th to 6th class municipalities nationwide. NTSP facilitates consults between primary care physicians in geographically isolated and disadvantaged areas (GIDA) and clinical specialists of the Philippine General Hospital (PGH) using a mobile and internet-based interface and triaging system. Along this is the development of a project named as Real Time Regular Routine Reporting for Health (R4Health) as a mechanism to collect routine health data of selected maternal and child deaths to monitor health service delivery. With Telemedicine, remote communities will have access to services of clinical specialists in their region and to that of the Philippine General Hospitals. Health data reported through R4Health in real time will help decision makers manage resources, allocate funds, plan and budget investments on health which hopefully, would translate to better health for Filipinos.

[image: ]
Figure 13 – Telemedicine by NTSP

Reference: https://telehealth.ph/

5.5 [bookmark: _Toc492364935]National Electronic Health Record (NEHR) in Singapore
The NEHR is an integrated healthcare record centered on each person. It extracts and consolidates in one record, all clinically relevant information from their encounters across the healthcare system throughout his/her life. Secure “real-time” access to patients’ NEHR by authorized clinicians and healthcare providers.
NEHR project in Singapore was started by Ministry of Health Holdings (MOHH) from 2008.　The initial action is to create roadmap of NEHR architecture.
After approval of NEHR architecture, the concrete development of NEHR was started from April 2009. In this time, the roadmap to develop this system by April 2015 was settled.
Figure 14shows the concept that medical and healthcare information is exchanged among several institutions in Singapore. Private General Practitioner (GPs) have EMR in clinical management system (CMS). And also EMR is used in Community Hospitals, other ILTC Intermediate and Long term Care (ILTC), public healthcare, polyclinics and Ministry of Defense. NEHR will enable strategic vision of patients moving seamlessly across the healthcare system, receiving coordinated patient-centric care at the most appropriate settings.
[image: ]
Figure 14 – eHealth system in Singapore (from MOH Holdings)

Figure 15 indicates the NEHR architecture based on fundamental scope. The bottom part of this architecture shows technology infrastructure sets functions of electric health record (EHR) information Exchange above technology infrastructure. It enables a lot of EHR services and informs these services to stakeholders via Access Channels indicated on top of this architecture. It is considered that patients can access to EHR services in the future. This architecture includes Data sources on right part of this figure that have not only data from clinical systems but also national systems.

[image: ]
Figure 15 – NHER Architecture (from MOH Holdings)

6 [bookmark: _Toc492364936]Related international standardization activities
This clause introduces e-Health-relevant activities of major international or regional standard bodies.
6.1 [bookmark: _Toc475654750][bookmark: _Toc476697617][bookmark: _Toc372395682][bookmark: _Toc492364937]ITU-T
More than one ITU-T Study group (SG) have direct (or indirect) bearings on e-health systems to specify standards: quality of service (SG12), mobile telecommunications networks (SG13), multimedia coding and systems (SG16), security issues (SG17), and Internet of Things (SG20).  
ITU-T Recommendations on e-health under SG16 responsibility are as follows:

Table 1.1 – ITU-T Recommendations under SG16 responsibility
(ITU-T H.810-H.819: Personal health system)
	Document No.
	Deliverable title
	Ver.
	Date

	H.810
	Interoperability design guidelines for personal health systems
	-
	2016-07

	H.811
	Interoperability design guidelines for personal health systems: PAN/LAN/TAN interface
	-
	2016-07

	H.812
	Interoperability design guidelines for personal health systems: Services interface: Common certified capability class
	-
	2016-07

	H.812.1
	Interoperability design guidelines for personal health systems: Services interface: Observation upload certified capability class
	-
	2016-07

	H.812.2
	Interoperability design guidelines for personal health systems: WAN interface: Questionnaires
	-
	2016-07

	H.812.3
	Interoperability design guidelines for personal health systems: Services interface: Capability exchange certified capability class
	-
	2016-07

	H.812.4
	Interoperability design guidelines for personal health systems: Services interface: Authenticated persistent session capability
	-
	2016-07

	H.813
	Interoperability design guidelines for personal health systems: Health record network (HRN) interface
	-
	2016-07


[bookmark: _Toc372395671]
Table 1.2 –Associated conformance testing specifications
(ITU-T H.820-H.850 series)
	Document No.
	Deliverable title
	Ver.
	Date

	H.821
	Conformance of ITU-T H.810 personal health devices: Health record network (HRN) interface
	-
	2016-07

	H.830.1
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 1: Web services interoperability: Sender
	-
	2016-07

	H.830.2
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 2: Web services interoperability: Receiver
	-
	2016-07

	H.830.3
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 3: SOAP/ATNA: Sender
	-
	2016-07

	H.830.4
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 4: SOAP/ATNA: Receiver
	-
	2016-07

	H.830.5
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 5: PCD-01 HL7 messages: Sender
	-
	2016-07

	H.830.6
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 6: PCD-01 HL7 messages: Receiver
	-
	2016-07

	H.830.7
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 7: Consent management: Sender
	-
	2016-07

	H.830.8
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 8: Consent management: Receiver
	-
	2016-07

	H.830.9
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 9: hData observation upload: Sender
	-
	2016-07

	H.830.10
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 10: hData observation upload: Receiver
	-
	2016-07

	H.830.11
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 11: Questionnaires: Sender
	-
	2016-07

	H.830.12
	Conformance of ITU-T H.810 personal health devices: WAN interface Part 12: Questionnaires: Receiver
	-
	2016-07

	H.840
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN: USB host
	-
	2016-07

	H.841
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 1: Optimized exchange protocol: Agent
	-
	2016-07

	H.842
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 2: Optimized exchange protocol: Manager
	-
	2016-07

	H.843
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 3: Continua Design Guidelines: Agent
	-
	2016-07

	H.844
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 4: Continua Design Guidelines: Manager
	-
	2016-07

	H.845.1
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5A: Weighing scales: Agent
	-
	2016-07

	H.845.2
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5B: Glucose meter: Agent
	-
	2016-07

	H.845.3
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5C: Pulse oximeter: Agent
	-
	2016-07

	H.845.4
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5D: Blood pressure monitor: Agent
	-
	2016-07

	H.845.5
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5E: Thermometer: Agent
	-
	2016-07

	H.845.6
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5F: Cardiovascular fitness and activity monitor: Agent
	-
	2016-07

	H.845.7
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5G: Strength fitness equipment: Agent
	-
	2016-07

	H.845.8
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5H: Independent living activity hub: Agent
	-
	2016-07

	H.845.9
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5I: Medication adherence monitor: Agent
	-
	2016-07

	H.845.10
	Conformance of ITU-T H.810 personal health system: Personal Health Devices interface Part 5I: Insulin Pump
	-
	2016-7

	H.845.11
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5K: Peak expiratory flow monitor: Agent
	-
	2016-007

	H.845.12
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5L: Body composition analyser: Agent
	-
	2016-07

	H.845.13
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5M: Basic electrocardiograph: Agent
	-
	2016-07

	H.845.14
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5N: International normalized ratio: Agent
	-
	2016-07

	H.845.15
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 5O: Sleep apnoea breathing therapy equipment: Agent
	-
	2016-07

	H.845.16
	Conformance of ITU-T H.810 personal health system: Personal Health Devices interface Part 5P: Continuous glucose monitor
	
	2016-07

	H.846
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 6: Device specializations: Manager
	-
	2016-07

	H.847
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 7: Bluetooth low energy (BLE): Agent
	-
	2016-07

	H.848
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 8: Bluetooth low energy (BLE): Manager
	-
	2016-07

	H.849
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 9: Transcoding for Bluetooth low energy (BLE): Agent
	-
	2016-07

	H.850
	Conformance of ITU-T H.810 personal health devices: PAN/LAN/TAN interface Part 10: Transcoding for Bluetooth low energy (BLE): Manager
	-
	2016-07



The followings were also prepared in order to easily grasp H.810.
Table 1.3 – ITU-T Technical Paper under SG16 responsibility
	Document No.
	Deliverable title
	Ver.
	Date

	HSTP-H-810
	Introduction to the ITU-T H.810 Continua Design Guidelines
	-
	2014-11

	HSTP-H-810-XCHF
	Fundamentals of data exchange within ITU-T H.810 Continua Design Guideline architecture
	-
	2015-10



ITU-T Recommendations on security relevant to e-health under SG17 responsibility are as follows:
Table 1.4 – ITU-T Recommendations under SG17 responsibility
	Document No.
	Deliverable title
	Ver.
	Date

	X.1080.1
	e-Health and world-wide telemedicines - Generic telecommunication protocol
	-
	2011-10

	 X.1081
	The telebiometric multimodal model - A framework for the specification of security and safety aspects of telebiometrics
	-
	2011-10

	X.1092
	Integrated framework for telebiometric data protection in e-health and telemedicine
	-
	2013-06



ITU-T Recommendations on IoT relevant to e-health under SG20 responsibility are as follows:
Table 1.5 – ITU-T Recommendations under SG20 responsibility
	Document No.
	Deliverable title
	Ver.
	Date

	Y.4000 / Y.2060
	Overview of the Internet of things
	-
	2012-06

	Y.4100/ Y.2066
	Common requirements of the Internet of things
	
	2014-06

	Y.4110 / Y.2065
	Service and capability requirements for e-health monitoring services 
	-
	2014-03

	Y.4408 / Y.2075
	Capability framework for e-health monitoring services
	-
	2015-09

	Y.4413 / F.748.5
	Requirements and reference architecture of the machine-to-machine service layer
	-
	2015-11

	Y.4804 / H.642.1
	Multimedia information access triggered by tag-based identification – Identification scheme
	-
	2012-06

	Y.4802 / H.642.2
	Multimedia information access triggered by tag-based identification – Registration procedures for identifiers
	-
	2012-06

	Y.4803 / H.642.3
	Information technology – Automatic identification and data capture technique - Identifier resolution protocol for multimedia information access triggered by tag-based identification
	-
	2012-06


NOTE 1 – ITU-T Joint Coordination Activity on Internet of Things and Smart Cities and Communities (JCA-IoT and SC&C) provides the IoT and SC&C standards roadmap (http://www.itu.int/en/ITU-T/jca/iot/Pages/default.aspx).  

Focus Group on the M2M service layer (FG M2M) studied activities of various standards developing organizations in the field of M2M service layer specifications [b-FG M2M]. FG M2M intended to avoid duplication with other efforts and to benefit from existing work and expertise, of which included vertical market stakeholders such as Persona Connected Health Alliance (ex Continua Health Alliance) and the World Health Organization (WHO).  FG M2M identified a minimum set of common requirements of vertical markets, focusing initially on the health-care market and application programming interfaces (APIs) and protocols supporting e-health applications and services.
FG M2M concluded its work in December 2013 and the following five deliverables has been succeeded by SG16 ad SG20:
Table 1.5 – FG M2M deliverables
	Document No.
	Deliverable title
	Ver.
	Date

	D0.1
	M2M standardization activities and gap analysis: e-health
	-
	2014-04

	D0.2
	M2M enabled ecosystems: e-health
	-
	2014-04

	D1.1
	M2M use cases: e-health
	-
	2014-04

	D2.1
	M2M service layer: requirements and architectural framework
	-
	2014-04

	D3.1
	M2M service layer: APIs and protocols overview
	-
	2014-04


NOTE 2 – Reference: http://www.itu.int/en/ITU-T/focusgroups/m2m/Pages/default.aspx.

6.2 [bookmark: _Toc492364938]WHO
The WHO’s eHealth unit works with partners at the global, regional and country level to promote and strengthen the use of information and communication technologies in health development, from applications in the field to global governance. The unit is based in the department of Knowledge Management and Sharing in the cluster of Health Systems and Innovation.
NOTE – Reference: http://www.who.int/, http://www.who.int/topics/ehealth/en/
Table 2 – WHO deliverables
	Document No.
	Deliverable title
	Ver.
	Date

	-
	International Classification of Disease (ICD)-10
	11
	2016

	-
	National eHealth Strategy Toolkit
	-
	2012

	-
	Global Observatory for eHealth series 
Vol 1: Atlas - eHealth country profiles
Vol 2: Telemedicine 
Vol 3: mHealth
Vol 4: Safety and security on the Internet
Vol 5: Legal framework for eHealth
Vol 6: Management of patient information
	-
	
2010-10
2011-01
2011-06
2011-12
2012-02
2012-11

	-
	Connecting for Health: Global Vision, Local insight
	-
	-

	-
	Atlas of eHealth country profiles 2015: The use of eHealth in support of universal health coverage
Based on the findings of the 2015 global survey on eHealth
	-
	2016-02

	-
	Global diffusion of eHealth: Making universal health coverage achievable
Report of the third global survey on eHealth
	-
	2016-12



6.3 [bookmark: _Toc372395672][bookmark: _Toc492364939]CEN/TC 251
The Comité Européen de Normalisation or European Committee for Standardization (CEN) is a standards development organization made up of 31 national members developing pan-European standards. CEN has a Health Informatics Technical Committee (TC 251) which coordinates the development of standards for eHealth. According to its business plan and recent activities, the focus of CEN/TC 251 is primarily on technologies at the content level rather than dealing with communication technologies. CEN/TC 251 is further broken down into working groups such as Working Group IV, which focuses on the interoperability of data among devices and information systems.
NOTE – Reference: http://www.cen.eu/cen/Pages/default.aspx
Table 3 – CEN deliverables
	Document No.
	Deliverable title
	Ver.
	Date

	EN 1068
	Health informatics - Registration of coding systems -
	-
	2005-04-17

	EN 12264
	Health informatics - Categorial structures for systems of concepts -
	-
	2005-04-29

	EN 12435
	Health informatics - Expression of results of measurements in health sciences -
	-
	2005-12-14

	CR 1350
	Investigation of syntaxes for existing interchange formats to be used in health care -
	-
	1993-07-01

	EN 13940-1
	Health informatics - System of concepts to support continuity of care - Part 1 :Basic concepts
	-
	2007-05-10

	EN 14463
	Health informatics - A syntax to represent the content of medical classification systems - ClaML -
	-
	2007-10-07

	EN 14485
	Health informatics - Guidance for handling personal health data in international applications in the context of the EU data protection directive -
	-
	2003-11-13

	EN 1828
	Health informatics - Categorial structure for classifications and coding systems of surgical procedures -
	-
	2012-09-14

	CEN/TR 15253
	Health informatics - Quality of service requirements for health information interchange -
	-
	2005-11-13

	CEN/TR 15299
	Health informatics - Safety procedures for identification of patients and related objects -
	-
	2006-12-05

	CEN/TS 15260
	Health informatics - Classification of safety risks from health informatics products -
	-
	2005-10-24

	EN 12251
	Health informatics - Secure User Identification for Health Care - Management and Security of Authentication by Passwords -
	-
	2004-06-21

	CEN/TS 14822-4
	Health informatics - General purpose information components - Part 4: Message headers -
	-
	2005-03-26

	EN 1064
	Health informatics - Standard communication protocol - Computer-assisted electrocardiography -
	-
	2007-03-14

	ENV 12612
	Medical informatics - Messages for the exchange of healthcare administrative information -
	-
	1997-03-11

	ENV 13607
	Health informatics - Messages for the exchange of information on medicine prescriptions -
	-
	1999-07-29

	ENV 13609-2
	Health informatics - Messages for maintenance of supporting information in healthcare systems - Part 2: Updating of medical laboratory-specific information -
	-
	1999-07-29

	ENV 13730-2
	Healthcare Informatics - Blood transfusion related messages - Part 2: Production related messages (BTR-PROD) -
	-
	2001-10-18

	EN 12381
	Health informatics - Time standards for healthcare specific problems -
	-
	2005-01-20

	EN 13609-1
	Health informatics - Messages for maintenance of supporting information in healthcare systems - Part 1 :Updating of coding schemes
	-
	2005-03-15

	EN 14822-1
	Health informatics - General purpose information components - Part 1 :Overview
	-
	2005-08-16

	EN 14822-2
	Health informatics - General purpose information components - Part 2 :Non-clinical
	-
	2005-08-16

	EN 14822-3
	Health informatics - General purpose information components - Part 3 :Clinical
	-
	2005-08-16

	EN 15521
	Health informatics - Categorial structure for terminologies of human anatomy -
	-
	2007-10-07

	EN 1614
	Health informatics - Representation of dedicated kinds of property in laboratory medicine -
	-
	2006-08-14

	ENV 12443
	Medical Informatics - Healthcare Information Framework (HIF) -
	-
	1999-11-07

	ENV 12537-1
	Medical informatics - Registration of information objects used for EDI in healthcare - Part 1 :The Register
	-
	1997-02-09

	ENV 12610
	Medical informatics - Medicinal product identification -
	-
	1997-03-11

	ENV 12611
	Medical informatics - Categorial structure of systems of concepts - Medical devices -
	-
	1997-03-11



6.4 [bookmark: _Toc372395673][bookmark: _Toc492364940]ISO/TC 215 – Health informatics
ISO's Technical Committee 215 also addresses health informatics. ISO/TC 215 focuses primarily on electronic health records. Various Working Groups (WGs) within TC 215 address topics such as data structure, messaging and communication, security, pharmacy and medication, devices, and business requirements for electronic health records. For example, ISO/TS 25237:2008 addresses pseudonymization principles and requirements for privacy protection of electronic health records. Many of ISO’s standards are collaborations or endorsements of standards developed by other standards organizations such as HL7 or IEEE. For example, ISO/HL7 27931:2009, “Data Exchange Standards -- Health Level Seven Version 2.5” establishes an application protocol for electronic data exchange in healthcare environments.
NOTE – Reference: http://www.iso.org/iso/iso_technical_committee?commid=54960
Table 4 – ISO Standards
	Document No.
	Deliverable title
	Ver.
	Date

	ISO 18104
	Health Informatics --  Categorial structures for representation of nursing diagnoses and nursing actions in terminological systems
	2nd Ed
	2014-02

	ISO/TR 12309
	Guidelines for terminology development organizations
	1st Ed
	2009-12-15

	ISO/TR 14639-1
	Capacity-based eHealth architecture roadmap -- Part 1: Overview of national eHealth initiatives
	1st Ed
	2012-05-15

	ISO 17115
	Vocabulary for terminological systems
	1st Ed
	2007-07-01

	ISO/TS 22789
	Conceptual framework for patient findings and problems in terminologies
	1st Ed
	2010-06-15

	EN ISO 10781
	Electronic Health Record-System Functional Model, Release 2 (HER FM)
	Revise
	2015-08

	EN ISO 11073-20601
	Health informatics - Personal health device communication - Part 20601: Application profile - Optimized exchange protocol (ISO/IEEE 11073-20601:2016)
	2nd Ed
	2016-10

	EN ISO 13606-5
	Health informatics - Electronic health record communication - Part 5: Interface specification (ISO 13606-5:2010) -
	1st Ed
	2010-03-01

	ISO 21090
	Health Informatics - Harmonized data types for information interchange (ISO 21090:2011) -
	1st Ed
	2011-02-15

	ISO/IEEE 11073-20101
	Point-of-care medical device communication -- Part 20101: Application profiles -- Base standard
	1st Ed 
	2004-12-15

	ISO 13119
	Health informatics - Clinical knowledge resources - Metadata -
	1st Ed
	2012-11-01

	ISO 13606-1
	Electronic health record communication -- Part 1: Reference model
	1st Ed
	2008-02-15

	ISO 13606-2
	Electronic health record communication -- Part 2: Archetype interchange specification
	1st Ed
	2008-12-01

	ISO 13606-3
	Electronic health record communication -- Part 3: Reference archetypes and term lists
	1st Ed
	2009-02-01

	ISO/TS 13606-4
	Electronic health record communication -- Part 4: Security
	1st Ed
	2009-10-01

	ISO 13606-5
	Electronic health record communication -- Part 5: Interface specification
	1st Ed
	2010-03-01

	ISO/TS 14265
	Classification of purposes for processing personal health information
	1st Ed
	2011-11-01

	ISO/TR 14292
	Personal health records -- Definition, scope and context
	1st Ed
	2012-03-15

	ISO 17090-1
	Public key infrastructure -- Part 1: Overview of digital certificate services
	2nd Ed 
	2013-05-01

	ISO 17090-2
	Public key infrastructure -- Part 2: Certificate profile
	2nd Ed
	2015-11

	ISO 17090-3
	Public key infrastructure -- Part 3: Policy management of certification authority
	1st Ed
	2008-02-15

	ISO 18308
	Requirements for an electronic health record architecture
	1st Ed
	2011-04-15

	ISO/TR 20514
	Electronic health record -- Definition, scope and context
	1st Ed
	2005-10-15

	ISO/TS 21091
	Directory services for security, communications and identification of professionals and patients
	1st Ed
	2005-12-15

	ISO/HL7 21731
	HL7 version 3 -- Reference information model -- Release 4
	2nd Ed
	2014-09

	ISO/TR 22221
	Good principles and practices for a clinical data warehouse
	1st Ed
	2006-11-01

	ISO/TS 29585:
	Deployment of a clinical data warehouse
	1st Ed
	2010-05-17

	ISO/TR 21730
	Use of mobile wireless communication and computing technology in healthcare facilities -- Recommendations for electromagnetic compatibility (management of unintentional electromagnetic interference) with medical devices
	2nd Ed
	2007-02-15

	ISO/IEEE 11073-10101
	Point-of-care medical device communication -- Part 10101: Nomenclature
	1st Ed
	2004-12-15

	ISO/IEEE 11073-10201
	Point-of-care medical device communication -- Part 10201: Domain information model
	1st Ed
	2004-12-15

	ISO/TR 11487
	Clinical stakeholder participation in the work of ISO TC 215
	1st Ed
	2008-12-01

	ISO 12967-1
	Service architecture – Part 1: Enterprise viewpoint
	1st Ed
	2009-08-15

	ISO 12967-2
	Service architecture -- Part 2: Information viewpoint
	1st Ed
	2009-08-15

	ISO 12967-3
	Service architecture -- Part 3: Computational viewpoint
	1st Ed
	2009-08-15

	ISO/TR 25257
	Business requirements for an international coding system for medicinal products
	1st Ed
	2009-09-01

	ISO 10159
	Messages and communication -- Web access reference manifest
	1st Ed
	2011-12-15

	ISO/TS 27527
	Provider identification
	1st Ed
	2010-08-01

	ISO 11073-30200
	Health informatics - Point-of-care medical device communication - Part 30200: Transport profile - Cable connected (ISO/IEEE 11073-30200:2004) -
	1st Ed
	2004-12-15

	ISO/IEEE 11073-30300
	Point-of-care medical device communication -- Part 30300: Transport profile -- Infrared wireless
	1st Ed
	2004-12-15

	ISO 11073-90101
	Point-of-care medical device communication -- Part 90101: Analytical instruments -- Point-of-care test
	1st Ed
	2008-01-15

	ISO/TR 11636
	Dynamic on-demand virtual private network for health information infrastructure
	1st Ed
	2009-12-01

	ISO/TR 16056-1
	Interoperability of telehealth systems and networks -- Part 1: Introduction and definitions
	1st Ed
	2004-07-01

	ISO/TR 16056-2
	Interoperability of telehealth systems and networks -- Part 2: Real-time systems
	1st Ed
	2004-07-01

	ISO/TS 16058
	Interoperability of telelearning systems
	1st Ed
	2004-07-01

	ISO/TS 21298
	Functional and structural roles
	1st Ed
	2008-12-01

	ISO/TR 22790
	Functional characteristics of prescriber support systems
	1st Ed
	2007-12-01

	ISO/TR 11633-1
	Information security management for remote maintenance of medical devices and medical information systems -- Part 1: Requirements and risk analysis
	1st Ed
	2009-11-15

	ISO/TR 11633-2
	Information security management for remote maintenance of medical devices and medical information systems -- Part 2: Implementation of an information security management system (ISMS)
	1st Ed
	2009-11-15

	ISO/TS 22600-1
	Privilege management and access control -- Part 1: Overview and policy management
	1st Ed
	2006-08-01

	ISO/TS 22600-2
	Privilege management and access control -- Part 2: Formal models
	1st Ed
	2006-08-01

	ISO/TS 22600-3
	Privilege management and access control -- Part 3: Implementations
	 1st Ed 
	2009-12-01

	ISO 22857
	Guidelines on data protection to facilitate trans-border flows of personal health information
	2nd Ed
	2013-12

	ISO 27799
	Information security management in health using ISO/IEC 27002
	2nd Ed
	2016-07

	ISO/IEEE 11073-20601/Cor.1
	Personal health device communication -- Part 20601: Application profile -- Optimized exchange protocol
	2nd Ed
	2016-06

	ISO 11073-91064
	Standard communication protocol -- Part 91064: Computer-assisted electrocardiography
	1st Ed
	2009-05-01

	ISO 18232
	Messages and communication -- Format of length limited globally unique string identifiers
	1st Ed
	2006-04-01

	ISO/TR 21089
	Trusted end-to-end information flows
	1st Ed
	2004-06-01

	ISO/IEEE 11073-10404
	Personal health device communication -- Part 10404: Device specialization -- Pulse oximeter
	1st Ed
	2010-05-01

	ISO/IEEE 11073-10407
	Personal health device communication -- Part 10407: Device specialization -- Blood pressure monitor
	1st Ed
	2010-05-01

	ISO/IEEE 11073-10408
	Personal health device communication -- Part 10408: Device specialization -- Thermometer
	1st Ed
	2010-05-01

	ISO/IEEE 11073-10415
	Personal health device communication -- Part 10415: Device specialization -- Weighing scale
	1st Ed
	2010-05-01

	ISO/IEEE 11073-10417:
	Personal health device communication -- Part 10417: Device specialization -- Glucose meter
	2nd  Ed
	2014-03

	ISO/IEEE 11073-10471
	Personal health device communication -- Part 10471: Device specialization - Independant living activity hub
	1st Ed
	2010-05-01

	ISO/TS 11073-92001
	Medical waveform format -- Part 92001: Encoding rules
	1st Ed
	2007-09-01

	ISO 12052
	Digital imaging and communication in medicine (DICOM) including workflow and data management
	1st Ed
	2006-11-01

	ISO/TR 13128
	Clinical document registry federation
	1st Ed
	2012-07-01

	ISO/TR 17119
	Health informatics profiling framework
	1st Ed
	2005-01-15

	ISO 17432
	Messages and communication -- Web access to DICOM persistent objects
	1st Ed
	2004-12-15

	ISO 18812
	Clinical analyser interfaces to laboratory information systems -- Use profiles
	1st Ed
	2003-03-15

	ISO 20301
	Health cards -- General characteristics
	2nd Ed
	2014-01

	ISO 20302
	Health cards -- Numbering system and registration procedure for issuer identifiers
	2nd Ed 
	2014-03

	ISO 21090
	Harmonized data types for information interchange
	1st Ed
	2011-02-15

	ISO/TS 21547
	Security requirements for archiving of electronic health records -- Principles
	1st Ed
	2010-02-15

	ISO/TR 21548
	Security requirements for archiving of electronic health records -- Guidelines
	1st Ed
	2010-02-01

	ISO 21549-1
	Patient healthcard data -- Part 1: General structure
	2nd Ed
	2013-06

	ISO 21549-2
	Patient healthcard data -- Part 2: Common objects
	2nd Ed
	2014-02

	ISO 21549-3
	Patient healthcard data -- Part 3: Limited clinical data
	2nd Ed 
	2014-02

	ISO 21549-4
	Patient healthcard data -- Part 4: Extended clinical data
	2nd Ed 
	2014-025

	ISO 21549-5
	Patient healthcard data -- Part 5: Identification data
	2nd Ed 
	2015-09

	ISO 21549-6
	Patient healthcard data -- Part 6: Administrative data
	1st Ed
	2008-04-15

	ISO 21549-7
	Patient healthcard data -- Part 7: Medication data
	2nd Ed
	2016-12

	ISO 21549-8
	Patient healthcard data -- Part 8: Links
	1st Ed
	2010-06-15

	ISO 21667
	Health indicators conceptual framework
	1st Ed
	2010-12-01

	ISO/TS 22220
	Identification of subjects of health care
	2nd Ed
	2011-12-15

	ISO/TS 22224
	Electronic reporting of adverse drug reactions
	1st Ed
	2009-10-15

	ISO/TS 25237
	Pseudonymization
	1st Ed
	2008-12-01

	ISO/TS 25238
	Classification of safety risks from health software
	1st Ed
	2007-06-15

	ISO 25720
	Genomic Sequence Variation Markup Language (GSVML)
	1st Ed
	2009-08-15

	ISO/TS 27790
	Document registry framework
	1st Ed
	2009-12-01

	ISO/TR 27809
	Measures for ensuring patient safety of health software
	1st Ed
	2007-07-15

	ISO/HL7 27953-1
	Individual case safety reports (ICSRs) in pharmacovigilance -- Part 1: Framework for adverse event reporting
	1st Ed
	2011-12-01

	ISO/HL7 27953-2
	Individual case safety reports (ICSRs) in pharmacovigilance -- Part 2: Human pharmaceutical reporting requirements for ICSR
	1st Ed
	2011-12-01

	ISO/IEEE 11073-00103
	Health informatics -- Personal health device communication -- Part 00103: Overview
	1st Ed
	2015-03

	ISO/IEEE 11073-10102
	Health informatics -- Point-of-care medical device communication -- Part 10102: Nomenclature -- Annotated ECG
	1st Ed
	2014-03

	ISO/IEEE 11073-10103
	Health informatics -- Point-of-care medical device communication -- Part 10103: Nomenclature -- Implantable device, cardiac
	1st Ed
	2014-03

	ISO/IEEE 11073-10418/Cor.1
	Health informatics -- Personal health device communication -- Part 10418: Device specialization -- International Normalized Ratio (INR) monitor
	1st Ed
	2014-03

	ISO/IEEE 11073-10419
	Health informatics -- Personal health device communication -- Part 10419: Device specialization -- Insulin pump
	1st Ed
	2016-06

	ISO/IEEE 11073-10424
	Health informatics -- Personal health device communication -- Part 10424: Device specialization -- Sleep apnoea breathing therapy equipment (SABTE)
	1st Ed
	2016-06

	ISO/IEEE 11073-10425
	Health informatics -- Personal health device communication -- Part 10425: Device specialization -- Continuous glucose monitor (CGM)
	1st Ed
	2016-06

	ISO/IEEE 11073-10441
	Health informatics -- Personal health device communication -- Part 10441: Device specialization -- Cardiovascular fitness and activity monitor
	1st Ed
	2015-03

	ISO/IEEE 11073-10442
	Health informatics -- Personal health device communication -- Part 10442: Device specialization -- Strength fitness equipment
	1st Ed
	2015-03

	ISO/IEEE 11073-10472
	Health Informatics -- Personal health device communication -- Part 10472: Device specialization -- Medication monitor
	1st Ed
	2012-12

	ISO/IEEE 11073-20601/Cor.1
	Health informatics -- Personal health device communication -- Part 20601: Application profile -- Optimized exchange protocol
	2nd Ed
	2016-06

	ISO/IEEE 11073-30400
	Health informatics -- Point-of-care medical device communication -- Part 30400: Interface profile -- Cabled Ethernet
	1st Ed
	2012-11

	ISO 11238
	Health informatics -- Identification of medicinal products -- Data elements and structures for the unique identification and exchange of regulated information on substances
	1st Ed
	2012-11

	ISO 11239
	Health informatics -- Identification of medicinal products -- Data elements and structures for the unique identification and exchange of regulated information on pharmaceutical dose forms, units of presentation, routes of administration and packaging
	1st Ed
	2012-11

	ISO 11240
	Health informatics -- Identification of medicinal products -- Data elements and structures for the unique identification and exchange of units of measurement
	1st Ed
	2012-11

	ISO 11615
	Health informatics -- Identification of medicinal products -- Data elements and structures for the unique identification and exchange of regulated medicinal product information
	1st Ed
	2012-11

	ISO 11616
	Health informatics -- Identification of medicinal products -- Data elements and structures for the unique identification and exchange of regulated pharmaceutical product information
	1st Ed
	2012-11

	ISO/TR 12300
	Health informatics -- Principles of mapping between terminological systems
	1st Ed
	2014-11

	ISO/TR 12310
	Health informatics -- Principles and guidelines for the measurement of conformance in the implementation of terminological systems
	1st Ed
	2015-05

	ISO 13120
	Health informatics -- Syntax to represent the content of healthcare classification systems -- Classification Markup Language (ClaML)
	1st Ed
	2013-04

	ISO/TS 13582
	Health informatics -- Sharing of OID registry information
	2nd Ed
	2015-12

	ISO 13940
	Health informatics -- System of concepts to support continuity of care
	1st Ed
	2015-12

	ISO/TS 13972
	Health informatics -- Detailed clinical models, characteristics and processes
	1st Ed
	2015-10

	ISO 14199
	Health informatics -- Information models -- Biomedical Research Integrated Domain Group (BRIDG) Model
	1st Ed
	2015-09

	ISO/TS 14441
	Health informatics -- Security and privacy requirements of EHR systems for use in conformity assessment
	1st Ed
	2013-12

	ISO/TR 14639-2
	Health informatics -- Capacity-based eHealth architecture roadmap -- Part 2: Architectural components and maturity model
	1st Ed
	2014-10

	ISO/TS 16277-1
	Health informatics -- Categorial structures of clinical findings in traditional medicine -- Part 1: Traditional Chinese, Japanese and Korean medicine
	1st Ed
	2015-05

	ISO 16278
	Health informatics -- Categorial structure for terminological systems of human anatomy
	1st Ed
	2016-03

	ISO 16527
	Health informatics -- HL7 Personal Health Record System Functional Model, Release 1 (PHRS FM)
	1st Ed
	2016-04

	ISO/TS 16791
	Health informatics -- Requirements for international machine-readable coding of medicinal product package identifiers
	1st Ed
	2014-04

	ISO/TS 16843-1
	Health informatics -- Categorial structures for representation of acupuncture -- Part 1: Acupuncture points
	1st Ed
	2016-11

	ISO/TS 106843-2
	Health informatics -- Categorial structures for representation of acupuncture -- Part 2: Needling
	1st Ed
	2015-12

	ISO 17090-4
	Health informatics -- Public key infrastructure -- Part 4: Digital Signatures for healthcare documents
	1st Ed
	2014-10

	ISO/TS 17251
	Health informatics -- Business requirements for a syntax to exchange structured dose information for medicinal products
	1st Ed
	2016-07

	ISO/TS 17439
	Health informatics -- Development of terms and definitions for health informatics glossaries
	1st Ed
	2014-11

	ISO/TR 17522
	Health informatics -- Provisions for health applications on mobile/smart devices
	1st Ed
	2015-08

	ISO 17523
	Health informatics -- Requirements for electronic prescriptions
	1st Ed
	2016-06

	ISO/TR 17791
	Health informatics -- Guidance on standards for enabling safety in health software
	1st Ed
	2013-12

	ISO/TS 17938
	Health informatics -- Semantic network framework of traditional Chinese medicine language system
	1st Ed
	2014-06

	ISO/TS 17948
	Health informatics -- Traditional Chinese medicine literature metadata
	1st Ed
	2014-07

	ISO/TS 17975
	Health informatics -- Principles and data requirements for consent in the Collection, Use or Disclosure of personal health information
	1st Ed
	2015-09

	ISO/TS 18062
	Health informatics -- Categorial structure for representation of herbal medicaments in terminological systems
	1st Ed
	2016-12

	ISO/TS 18530
	Health Informatics -- Automatic identification and data capture marking and labelling -- Subject of care and individual provider identification
	1st Ed
	2014-04

	ISO/TS 18790-1
	Health informatics -- Profiling framework and classification for Traditional Medicine informatics standards development -- Part 1: Traditional Chinese Medicine
	1st Ed
	2015-05

	ISO/TR 19231
	Health informatics -- Survey of mHealth projects in low and middle income countries (LMIC)
	1st Ed
	2014-11

	ISO/TS 19256
	Health informatics -- Requirements for medicinal product dictionary systems for health care
	1st Ed
	2016-06

	ISO/TS 19844
	Health informatics -- Identification of medicinal products -- Implementation guidelines for data elements and structures for the unique identification and exchange of regulated information on substances
	2nd Ed
	2016-12

	ISO/TS 20440
	Health informatics -- Identification of medicinal products -- Implementation guide for ISO 11239 data elements and structures for the unique identification and exchange of regulated information on pharmaceutical dose forms, units of presentation, routes of administration and packaging
	1st Ed
	2016-06

	ISO 21091
	Health informatics -- Directory services for healthcare providers, subjects of care and other entities
	1st Ed
	2013-02

	ISO 21298
	Health informatics -- Functional and structural roles
	1st Ed
	2017-02

	ISO 22077-1
	Health informatics -- Medical waveform format -- Part 1: Encoding rules
	1st Ed
	2015-04

	ISO 22077-2
	Health informatics -- Medical waveform format -- Part 2: Electrocardiography
	1st Ed
	2015-08

	ISO 22077-3
	Health informatics -- Medical waveform format -- Part 3: Long term electrocardiography
	1st Ed
	2015-08

	ISO 22600-1
	Health informatics -- Privilege management and access control -- Part 1: Overview and policy management
	1st Ed
	2014-10

	ISO 22600-2
	Health informatics -- Privilege management and access control -- Part 2: Formal models
	1st Ed
	2014-10

	ISO 22600-3
	Health informatics -- Privilege management and access control -- Part 3: Implementations
	1st Ed
	2014-10

	ISO 25237
	Health informatics -- Pseudonymization
	1st Ed
	2017-01

	ISO 27789
	Health informatics -- Audit trails for electronic health records
	1st Ed
	2013-03

	ISO 28310-1
	Health informatics -- IHE global standards adoption -- Part 1: Process
	1st Ed
	2014-02

	ISO 28310-2
	Health informatics -- IHE global standards adoption -- Part 2: Integration and content profiles
	1st Ed
	2014-02

	ISO 28310-3
	Health informatics -- IHE global standards adoption -- Part 3: Deployment
	1st Ed
	2014-02

	IEC 80001-1
	Application of risk management for IT-networks incorporating medical devices -- Part 1: Roles, responsibilities and activities
	1st Ed
	2010-10

	IEC/TR 80001-2-1
	Application of risk management for IT-networks incorporating medical devices -- Part 2-1: Step by Step Risk Management of Medical IT-Networks; Practical Applications and Examples
	1st Ed
	2012-07

	IEC/TR 80001-2-2
	Application of risk management for IT-networks incorporating medical devices -- Part 2-2: Guidance for the communication of medical device security needs, risks and controls
	1st Ed
	2012-07

	IEC/TR 80001-2-3
	Application of risk management for IT-networks incorporating medical devices -- Part 2-3: Guidance for wireless networks
	1st Ed
	2012-07

	IEC/TR 80001-2-4
	Application of risk management for IT-networks incorporating medical devices -- Part 2-4: General implementation guidance for Healthcare Delivery Organizations
	1st Ed
	2012-07

	IEC/TR 80001-2-5
	Application of risk management for IT-networks incorporating medical devices -- Part 2-5: Application guidance -- Guidance for distributed alarm systems
	1st Ed
	2014-12

	ISO/TR 80001-2-6
	Application of risk management for IT-networks incorporating medical devices -- Part 2-6: Application guidance -- Guidance for responsibility agreements
	1st Ed
	2014-12

	ISO/TR 80001-2-7
	Application of risk management for IT-networks incorporating medical devices -- Application guidance -- Part 2-7: Guidance for healthcare delivery organizations (HDOs) on how to self-assess their conformance with IEC 80001-1
	1st Ed
	2015-04

	IEC/TR 80001-2-8
	Application of risk management for IT-networks incorporating medical devices -- Part 2-8: Application guidance -- Guidance on standards for establishing the security capabilities identified in IEC 80001-2-2
	1st Ed
	2016-05

	IEC 82304-1
	Health software -- Part 1: General requirements for product safety
	1st Ed
	2016-10



6.5 [bookmark: _Toc372395674][bookmark: _Toc492364941]Personal Connected Health Alliance
Personal Connected Health Alliance (PCHAlliance), in which ex Continua Health Alliance is involved, is a non-profit multi-stakeholder group working on standards to develop end-to-end, plug-and-play connectivity for personal connected health.  PCHAlliance has been dedicated to the development of Continua Design Guidelines and test tools to expedite the deployment of interoperable personal connected health devices and systems aiming to improve health management, clinical outcomes and quality of life.
The Guidelines are recognized and published by ITU-T as the following ITU-T Recommendation H.800 series (See Table 1).
NOTE – Reference: http://www.pchalliance.org/ 
Table 5 – Continua Design Guidelines
	Document No.
	Deliverable title
	Ver.
	Date

	H.810
	Design Guidelines
2 Terminology
	-
	2016-07

	H.811
	Design Guidelines
3 System Overview
	-
	2016-07

	H.812
	Design Guidelines
4 Common TAN/PAN/LAN Interface Design Guidelines
	-
	2016-07

	H.821.1
	Design Guidelines
5 TAN Interface Design Guidelines
	-
	2016-07

	H.812.2
	Design Guidelines
6 PAN Interface Design Guidelines
	-
	2016-07

	H.812.3
	Design Guidelines
7 Sensor-LAN Interface Design Guidelines
	-
	2016-07

	H.812.4
	Design Guidelines
8 WAN Interface Design Guidelines
	-
	2016-07

	H.813
	Design Guidelines
9 HRN Interface Design Guidelines
	-
	2016-07



6.6 [bookmark: _Toc372395675][bookmark: _Toc492364942]GS1 Healthcare
GS1 is a global non-profit standards association comprised of member institutions from several countries. The focus of GS1’s standardization effort is primarily supply and demand chains. GS1 Healthcare develops global standards to “help healthcare companies improve the accuracy, speed, and efficiency of the supply chain and care delivery”. GS1 has been involved in supply chain data standardization in a number of industries but more recently expanded into the healthcare area.
NOTE – Reference: http://www.gs1.org/healthcare
Table 6 – GS1 Healthcare Standards
	Document No.
	Deliverable title
	Ver.
	Date

	-
	Healthcare GTIN Allocation Rules
	9.0.2
	2015-12

	-
	GLN in Healthcare Implementation Guide
	1.2
	2012-06

	-
	Global Traceability Standard for Healthcare
	1.2.0
	2013-10

	-
	GS1 AIDC Healthcare Implementation Guide
	3.0.1
	2015-07

	-
	EPCglobal Pedigree Messaging Standard
	1.0
	2007-01

	-
	GS1 General Specifications
	17
	2017-01

	-
	GDSN Trade Item Extension: Healthcare
	2.8
	2011-10

	-
	GS1 Global Traceability Standard for Healthcare (GTSH) Implementation Guideline
	1.0.1
	2015-07

	-
	GS1 Model for Supply Chain Processes in Healthcare, Part I - Framework Guideline
	1.1
	2015-12

	-
	GS1 Model for Supply Chain Processes in Healthcare, Part II - EDI Guideline
	1.1
	2015-12



6.7 [bookmark: _Toc372395676][bookmark: _Toc492364943]DICOM Standards Committee
The Digital Imaging and Communications in Medicine (DICOM) standards are standards for exchanging medical images. More specifically, they are about a file format and standards of transmission and other aspects for exchanging medical images and associated information between medical imaging equipment made by different manufacturers. The DICOM standards are widely adopted in equipment and information systems used in hospitals, imaging centers, and in providers’ offices to produce, display, store, or exchange medical images.
NOTE – Reference: http://medical.nema.org/
Table 7 – DICOM Standards
	Document No.
	Deliverable title
	Ver.
	Date

	part 1
	Introduction and Overview
	PS 3.1 2016e
	2016

	part 2
	Conformance
	PS 3.2 2016e
	2016

	part 3
	Information Object Definitions
	PS 3.3 2016e
	2016

	part 4
	Service Class Specifications
	PS 3.4 2016e
	2016

	part 5
	Data Structures and Encoding
	PS 3.5 2016e
	2016

	part 6
	Data Dictionary
	PS 3.6 2016e
	2016

	part 7
	Message Exchange
	PS 3.7 2016e
	2016

	part 8
	Network Communication Support for Message Exchange
	PS 3.8 2016e
	2016

	part 10
	Media Storage and File Format for Media Interchange
	PS 3.10 2016e
	2016

	part 11
	Media Storage Application Profiles
	PS 3.11 2016e
	2016

	part 12
	Media Formats and Physical Media for Media Interchange
	PS 3.12 2016e
	2016

	part 14
	Grayscale Standard Display Function
	PS 3.14 2016e
	2016

	part 15
	Security and System Management Profiles
	PS 3.15 2016e
	2016

	part 16
	Content Mapping Resource
	PS 3.16 2016e
	2016

	part 17
	Explanatory Information
	PS 3.17 2016e
	2016

	part 18
	Web Access to DICOM Persistent Objects (WADO)
	PS 3.18 2016e
	2016

	part 19
	Application Hosting
	PS 3.19 2016e
	2016

	part 20
	Transformation of DICOM to and from HL7 Standards
	PS 3.20 2016e
	2016



6.8 [bookmark: _Toc372395677][bookmark: _Toc492364944]HL7 Inc.
Health Level Seven (HL7) is a standards development organization which issues international application layer healthcare standards for the electronic exchange and management of health information such as clinical data and administrative information. HL7 refers to the standards organization itself but is also commonly used to refer to specific standards the institution develops. HL7 dates back to the mid-1980s, when it was formed to develop a standard for hospital information systems. Like other standards organizations, HL7 is organized into Work Groups chaired by two or more co-chairs and responsible for defining some area of HL7 standards.
HL7 has many Work Groups, including groups addressing electronic health records, infrastructure and messaging, and imaging integration. The HL7 Clinical Document Architecture (CDA) serves as an XML-based markup standard defining the structure, encoding parameters, and semantics of electronic clinical documents.
NOTE – Reference: http://www.hl7.org/
Table 8 – HL7 Standards
	Document No.
	Deliverable title
	Ver.
	Date

	-
	CDA(Clinical Document Architecture)
	R2
	2005-05



6.9 [bookmark: _Toc372395678][bookmark: _Toc492364945]epSOS
epSOS is European Patients Smart Open Services. This relatively young pilot initiative, funded partially by the European Commission Competitiveness and Innovation Programme, involves 23 European countries and seeks to create an interoperable patient summary system across Europe that is accessible to both Health Professionals as well as patients. The objective is a cross-border e-health system whereby patient summary records, prescriptions could be accessed electronically regardless of where the patient was being treated in Europe. Europeans traveling as tourists, working in another country, or visiting another country as an exchange student etc. would benefit from this interoperability and electronic health data access.
NOTE – Reference: http://www.epsos.eu/
Table 9 – epSOS deliverables
	 Document No.
	Deliverable title
	Ver.
	Date

	D1.4.1
	EED SERVICES including use cases for all services
	1.0
	2012-02-22

	D1.4.2
	Country status outline and template specification
	1.0
	2012-02-02

	D1.4.3
	EED SERVICES including specifications for all services
	1.0
	2012-09-11

	D2.1.1
	Legal and Regulatory Requirements at EU level
	1.0
	2012-02-24

	D2.1.2
	Standard Contract Terms for MS Document for Engagement of Pilot Sites
	1.0
	2010-01-31

	D3.1.2
	Final definition of functional service requirements – ePrescription
	1.2
	2010-03-26

	D3.2.2
	Final definition of functional service requirements - Patient Summary
	0.6
	2012-10-29

	D3.3.3
	epSOS Interoperability Framework
	2.3
	2010-01-15

	D3.4.2
	epSOS Common Components Specification
	1.00
	2010-07-16

	D3.5.2
	Semantic Services Definition
	0.0.6
	2010-05-31

	D3.6.2
	Final Identity Management Specification Definition
	1.2
	2010-06-25

	D3.7.2
	Final Security Services Specification Definition (Master Document)
	0.4
	2010-06-16

	D3.8.2
	Final National Pilot Set-Up and Deployment Guide
	1.1
	2010-09-17

	D3.9.1
	epSOS Pilot System Compontents Specification
	1.0
	2010-10-01

	D3.9.2
	Testing Methodology, Test Plan and Tools
	1.0
	2010-10-15

	D3.B.1
	epSOS2 Implementation Strategy
	0.14
	2011-05-20

	D3.C.1
	Proof of Concept Testing Strategy
	1.5
	2012-12-21



6.10 [bookmark: _Toc372395679][bookmark: _Toc492364946]IHE
IHE is an initiative by healthcare professionals and industry to improve the way computer systems in healthcare share information. IHE promotes the coordinated use of established standards such as DICOM and HL7 to address specific clinical need in support of optimal patient care. Systems developed in accordance with IHE communicate with one another better, are easier to implement, and enable care providers to use information more effectively.
Optimal patient care requires that care providers and patients be able to create, manage and access comprehensive electronic health records (EHRs) efficiently and securely. Integrating the Healthcare Enterprise (IHE) accelerates the adoption of EHRs by improving the exchange of information among healthcare systems. Its goal is to improve the quality, efficiency and safety of clinical care by making relevant health information conveniently accessible to patients and authorized care providers.
NOTE – Reference: http://www.ihe.net/
Table 10 – IHE deliverables
	 Document No.
	Deliverable title
	Ver.
	Date

	-
	IT Infrastructure Technical Framework
	13
	2016-09-09



6.11 [bookmark: _Toc372395680][bookmark: _Toc492364947]mHealth Alliance
The mHealth Alliance champions the use of mobile technologies to improve health throughout the world. Working with diverse partners to integrate mHealth into multiple sectors, the Alliance serves as a convener for the mHealth community to overcome common challenges by sharing tools, knowledge, experience, and lessons learned.
To accomplish this, the mHealth Alliance advocates for more and better quality research and evaluation to advance the evidence base; seeks to build capacity among health and industry decision-makers, managers, and practitioners; promotes sustainable business models; and supports systems integration by advocating for standardization and interoperability of mHealth platforms. The mHealth Alliance also hosts Health Unbound (HUB), an online knowledge resource center and interactive network for the mHealth community.
NOTE – Reference: http://www.mhealthalliance.org/
Table 11 – mHealth Alliance deliverables
	 Document No.
	Deliverable title
	Ver.
	Date

	-
	Using Mobile Technology for Healthier Aging
	-
	2012-12

	-
	Leveraging Mobile Technologies to Promote Maternal & Newborn Health
	-
	2012-12

	-
	State of Evidence: mHealth & MNCH (One Page Review)
	-
	2012-12

	-
	mHealth Education
	-
	2012-06

	-
	The Role of mHealth in the Fight Against Tuberculosis
	-
	2012-05

	-
	Advancing the dialogue on Mobile Finance and Mobile Health
	-
	2012-03

	-
	mHealth: New Horizons for Health through Mobile Technologies
	-
	2011-06

	-
	Health Information as Health Care
	-
	2011-02

	-
	Amplifying the Impact: Examining the Intersection of Mobile Health and Mobile Finance
	-
	2011-01

	-
	Economics of eHealth
	-
	2010

	-
	Barriers and Gaps Affecting mHealth in Low and Middle Income Countries
	-
	2010-05

	-
	Sizing the Business Potential of mHealth in the Global South: A Practical Approach
	-
	2009

	-
	New Technologies in Emergencies and Conflicts
	-
	2009-12

	-
	mHealth for Development
	-
	2008-10

	-
	Wireless Technology for Social Change: Trends in Mobile Use by NGOs
	-
	2008-03

	-
	The State of Standards and Interoperabilty for mHealth
	-
	2013-03

	-
	Baseline Evaluation of the mHealth Ecosystem and the Performance of the mHealth Alliance
	-
	2013-02

	-
	Sustainable Financing for Mobile Health (mHealth)
	-
	2013

	-
	State of Evidence: mHealth and MNCH
	-
	2013

	-
	Patient Privacy in a Mobile World: A framework addresses privacy law issues in mobile health
	-
	2013

	-
	mHealth Transferring the Burden of Caregivers to Mobile Technology
	-
	2013

	-
	mHealth Solutions for Improving Mental Health and Illnesses in the Aging Process
	-
	2013

	-
	mHealth Opportunities for Non-communicable Diseases Among the Elderly
	-
	2013

	-
	mHealth and Neonatal Resuscitation: A Review of Interventions, Approaches and Applications
	-
	2014

	-
	Inventory of Information and Communication Technology Solutions for Supply Chains
	-
	2014

	-
	Getting Healthier Around the World: Information and Communication Technologies for Child Health and Development
	-
	2014

	-
	Addressing Gender & Women's Empowerment in mHealth for MNCH
	-
	2013



6.12 [bookmark: _Toc372395681][bookmark: _Toc492364948]GSMA
The GSMA mHealth programme is a market development project designed to support the proliferation of mHealth solutions that increase patient access to quality care whilst reducing costs. The programme includes the following work streams:
•	Technology standards and interoperability;
•	Policy and regulation;
•	mDiabetes Campaign, which focuses on supporting member mobile operators, clinicians and governments to develop and implement mHealth best practices for diabetes, as a model for other non-communicable diseases;
•	GSMA Pan-African mHealth Initiative, which focuses on launching services with member mobile operators and partners to support United Nations Millennium Development Goals 4, 5 and 6 (MDG 4,5& 6); 
NOTE 1 – MDG 4, 5 & 6 focus on improving health and have mobilized governments, businesses, and non-governmental groups to accelerate action for a healthier world. 
•	Market research, stakeholder outreach and events;
•	Technical assistance to mobile operators and partners to launch mHealth services in priority markets.
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]NOTE 2 – Refererence: http://www.gsma.com/connectedliving/health, http://www.gsma.com/mobilefordevelopment/programmes/mhealth
Table 12 – GSMA deliverables
	  Document No.
	Deliverable title
	Ver.
	Date 

	-
	A High Level Reference Architecture for Mobile Health report
	-
	2012-03-29

	-
	The SIM: The Key to Better Healthcare?
	-
	2012-03-28

	-
	GSMA Connected Mobile Health Devices: A Reference Architecture
	1.0
	2012-01

	-
	GSMA Understanding Medical Device Regulation: mHealth Policy and Position
	-
	2012-03-28

	-
	Evidence for mHealth
	-
	2012

	-
	GSMA mHealth Infographic: MDG 6 - How mHealth is Supporting the Combat of HIV/AIDS, Malaria and Other Diseases
	-
	2012

	-
	Using mHealth to Support Universal Health Access
	-
	2012

	-
	Health Hotline Services in Emerging Markets
	-
	2012-05-30

	-
	Integrating Healthcare: The Role and Value of Mobile Operators in eHealth
	-
	2012

	-
	South Africa Mobile Health Market Opportunity Analysis Full Report
	-
	2011

	-
	Key Design Considerations for Service Development
	-
	2011-09

	-
	Framework for Technology Assessment for Mobile Health
	-
	2011-09

	-
	Mobile Health in the Pharmaceutical Industry
	-
	2011

	-
	Mobile Health in the Health Insurance Industry
	-
	2011

	-
	Policy and Regulation for Innovation in Mobile Health
	-
	2012-03-29

	-
	mHealth and the EU regulatory framework
for medical devices
	-
	2012

	-
	Mobile for Development mHealth
	-
	2014

	-
	GSMA mHealth Country Feasibility Report: Mozambique 2015
	-
	2015

	-
	The Importance of Partnerships in mHealth
	-
	2015

	-
	Mobile SIM-based Medical Applications
	-
	2015



6.13 [bookmark: _Toc372395683][bookmark: _Toc492364949]ETSI
ETSI is involved in standardizing many aspects on eHealth: ETSI Project eHEALTH (EP eHEALTH) co-ordinates ETSI's activities, and considers vital aspects: security of systems and data, quality of services, interoperability and validation by testing, and usability.  
Table 13.1 – ETSI Standards relevant to EP eHEALTH
	 Document No.
	Deliverable title
	Ver.
	Date

	ETSI TR 102 764 
	eHEALTH; Architecture; Analysis of user service models, technologies and applications supporting eHealth
	1.1.1
	2009-02

	ETSI SR 002 564 
	Applicability of existing ETSI and ETSI/3GPP deliverables to eHealth
	2.0.0
	2007-05


NOTE 1 – Reference: http://www.etsi.org/technologies-clusters/technologies/ehealth

ETSI TC SmartM2M (ex ETSI TC M2M) is treating a wide range of technologies on Internet of Things (IoT): Machine-to-Machine (M2M) communications, applications in the IoT including eHealth applications, supporting the IoT such as security and radio spectrum standards, and context information management which aims to enable multiple organizations to develop interoperable software implementations.
 
The group  provides an end-to-end view of fundamentals for M2M standardizations, and will co-operate closely with ETSI’s activities on Next Generation Networks, radio communications, fiber optics and power lines as well as close collaboration with 3GPP standards group on mobile communication technologies. ETSI is a member of oneM2M, which is the global partnership initiative which aims to provide a standardized M2M interface, and the work of oneM2M builds on the following activities of TC SmartM2M.
Table 13.2 – ETSI Standards relevant to M2M communication
	 Document No.
	Deliverable title
	Ver.
	Date

	ETSI TS 102 689 
	Machine to Machine Communications (M2M); M2M service requirements
	2.1.1
	2013-07-01

	ETSI TS 102 690 
	Machine to Machine Communications (M2M); M2M functional Architecture
	1.2.1
	2013-06-24

	ETSI TR 102 691 
	Machine to Machine Communications (M2M); Smart Metering Use Cases
	1.1.1
	2010-05-18

	ETSI TR 102 732
	Machine to Machine Communications (M2M); e-Health Use Cases
	1.1.1
	2013-09-03

	ETSI TS 102 921
	Machine to Machine Communications (M2M); mIa, dIa and mId interfaces
	2.0.11
	2013-11-12


NOTE 2 – Reference: http://www.etsi.org/technologies-clusters/technologies/internet-of-things

Table 13.3 – ETSI Standards relevant to IoT
	 Document No.
	Deliverable title
	Ver.
	Date

	ETSI TR 118 517
	Next Generation Protocols (NGP); Scenarios Definitions
	2.0.0
	2016-10

	ETSI TR 103 375
	SmartM2M; IoT Standards landscape and future evolutions
	1.1.1
	2016-10

	ETSI TR 103 376
	SmartM2M; IoT LSP use cases and standards gaps 
	1.1.1
	2016-10

	ETSI TS 103 435 
	System Reference document (SRdoc); Short Range Devices (SRD); Technical characteristics for Ultra Narrow Band (UNB)SRDs operating in the UHF spectrum below 1 GHz
	1.1.1
	2017-02

	ETSI TS 103 411 
	SmartM2M; Smart Appliances; SAREF extension investigation
	1.1.1
	2017-02


NOTE 3 – Reference: http://www.etsi.org/technologies-clusters/technologies/internet-of-things

Other standards for a dedicated body area networks (BAN) radio technology is also being developed by ETSI TC SmartBAN.
Table 13.4 – ETSI standards relevant to TC SmartBAN
	 Document No.
	Deliverable title
	Ver.
	Date

	ETSI TS 103 326: 
	Smart Body Area Network (SmartBan); Enhanced Ultra-Low Power Physical Layer
	1.1.1
	2015-04

	ETSI TS 103 325: 
	Smart Body Area Network (SmartBAN); Low Complexity Medium Access Control (MAC) for SmartBAN
	1.1.1
	2015-04

	ETSI TS 103 378 : 
	Smart Body Area Networks (SmartBAN) Unified data representation formats, semantic and open data model
	1.1.1
	2015-12

	ETSI TR 103 395 
	Smart Body Area Network (SmartBan); Measurements and modelling of SmartBAN Radio Frequency (RF) environment
	1.1.1
	2016-12


NOTE 4 – Reference: http://www.etsi.org/technologies-clusters/technologies/ehealth

7 [bookmark: _Toc492364950]Conclusion
E-Health is an emerging field in the intersection of medical informatics, health and business for enhancing both access to care and quality of care, which may include prevention, diagnosis, treatment, and monitoring.  Use-cases described in this Report are applicable to other APT countries depended on their actual situations.
The on-going use-cases can be classified from the view points of the following applied technologies and solutions: 
1) Wireless technologies such as BAN and the usage of mobile phones for paving the way for easy access to health care services;
2) Senor-integrated services for assisting elderly people and handicapped person to live a fully independent life;
3) EMR/EHR and/or identification solutions for offering reasonable, efficient and effective healthcare services;
4) Internet and cloud computing for realizing brand-new mash-up e-health services.
This Report also introduces the current standardization activities which are beneficial resources when the e-health solutions will be considered and/or deployed.
The Report is expected to be practical information for the improvement of healthcare circumstances in APT regions.

[bookmark: _Toc492364951]Bibliography

[b-Eyesenbach]	Eysenbach, G. (2001), “What is e-health?”, Journal of Medical Internet research (Jun 18)3(2):e20, http://www.jmir.org/2001/2/e20.
[b-GMPC/Mykad]	Government Multi Purpose Card The Malaysian Smart Card GMPC (MyKad) White Paper, http://jkremer.com/White%20Papers/The%20Malaysian%20Smart%20Card%20Summary.pdf
[b-ITU-T H.810]	Recommendation ITU-T H.810 (2015/11), Interoperability design guidelines for personal health systems
[b-ITU-T Y.2060]	Recommendation ITU-T Y.2060 (2012/06), Overview of Internet of Things
[b-ITU&WHO]	 ITU&WHO (2012), “National eHealth Strategy Toolkit”, http://www.itu.int/pub/D-STR-E_HEALTH.05-2012
 [b-Mitchell]		Mitchell (1999), “From telehealth to e-health: the unstoppable rise of e-health”, Department of Communications, Information Technology and the Arts. 
[b-M2M-ecosys]	ITU-T FG M2M deliverable D0.2 (2014), M2M enabled ecosystems: e-health
[b-Nohara]	Yasunobu Nohara, Eiko Kai, Partha Pratim Ghosh, Rafiqul Islam, Ashir Ahmed, Masahiro Kuroda, Sozo Inoue, Tatsuo Hiramatsu, Michio Kimura, Shuji Shimizu, Kunihisa Kobayashi, Yukino Baba, Hisashi Kashima, Koji Tsuda, Masashi Sugiyama, Mathieu Blondel, Naonori Ueda, Masaru Kitsuregawa, and Naoki Nakashima, "Health Checkup and Telemedical Intervention Program for Preventive Medicine in Developing Countries: Verification Study," JOURNAL OF MEDICAL INTERNET RESEARCH, 2015, Jan 28;17(1)
[b-Telehealth]	University of the Philippines Manila, National Telehealth Center, https://telehealth.ph/
[b-WHO]	World Health Organization, Health topics “eHealth”, http://www.who.int/topics/ehealth/en/
[b-WHO-Observe]	World Health Organization (2012), “Management of patient information: Trends and challenges in Member States”, Global Observatory for eHealth series, Volume 6, http://www.who.int/goe/publications/ehealth_series_vol6/en/index.html

____________



APT/ASTAP/REPT-24 (Rev.1)		Page | 18
image2.jpeg




image3.png
health information system
health assisted Ining. patient and dlinical

monitoring system system management system.

ehealth movement | | chronic disease

monitoring system | | management system| | decision support system

faclliles” = Localheatthcare.
BE 15 s





image4.png
Other actors

Actors from economic and legal
environments





image5.emf
PHR platform

Steps

Weight

Blood 

pressure

Home

Continua

WAN-IF

Continua

WAN-IF

Data

upload

healthcare

provider

etc. 

Data

exchange

Continua

HRN-IF

Continua

HRN-IF

Health 

service A

Continua

WAN-IF

Continua

WAN-IF

Tele-

health

counseling

etc. 

NTT cloud

Health 

service B

Smart

phone

Steps

Weight

Blood 

pressure

Smart

phone


image6.png
Android terminal + BAN

BAN blood
sugar meter

BAN weight meter

BAN waist/hip meter
=5y
w6

BAN contactless body
temperature meter

BAN pulse oximeter





image7.png
Call center in Dhaka

health analysis

S —
medical examination Al Remote da N,

Examinees are examined and
automatically categorized.

Medical Doctor provides rem¢te diagnosis & prescription.

ECOEDm M cellular/internet
Blood pressure
Blood ,Urine etc

Medical certificate and prescription

Use measurement devices for categorization

(triage) waist, Arrhythmia,

Waist/Hip Ratio, Sp02,

Body Mass Index, Body Temperature,

Blood Pressure, Pulse Ratio,

Urine test, Blood Sugar

Postprandial Blood Sugar,

Smoking Source: Kyushu University,
Grameen Communication’s GCC
(Global Communication Center)

Examinees

Paramedic/nurse

Non-invasive medical BAN devices




image8.png
Application/service provider —» Caregiver

r 1

M2M service provider
) [

Collect
device data

Network service provider

[ v

M2M device provider Examinee

BAN device | [ BAN device





image9.png
A"

. 7
M2M dev!ce manufactures < m & Rescarchers
(Medical/healthcare @,’ Epidemiologic study using big data

device evaluation) )
Medical doctor

’ (Remote diagnoses
,' ‘ and prescription)

System and service management
(System maintenance, Medical ready support)

"//,/'/ m‘ Employer

Healthcare \:vork,er 2 & village residents
v

-





image10.jpeg
Checking when

away from home

onitor wiio at wor

Goloios consumed
‘whio eating out

[caoio burnd durng isure]

‘activies and arercise

Weigh,bood pressurs,
andbody temperature





image11.png
|

M2M gateway

Notification:
& feedback

L S ——|

M2M service provider
And
AAL Applucatmn provlder

l. _Accer

‘Commuhication
& Coordination

Other Application Providers

1
1
Social Network ~ Lifelog :
1
1

IR

and Context Services Delivery |

Caregivers

{2
i
i
B




image12.emf

image13.emf

image14.emf

image15.emf

image16.png
Multiple EMR Systems Multiple Lab
&Radiology Systems

- Public healthcare custers
NHG and SingHeatth hospitals,
polyclinics and specialist cinics

- Miristry of Defence (MINDEF)

Minimal EMR Systems

- Private GPs (over 400 ot of more than 2,000 have a CMS)
- Community Hospitals and ofher LTC providers




image17.emf

image1.png




image2.png




